APPLICATION FOR AUTHORISATION

 TO TRANSPORT BY ROAD RADIOACTIVE SOURCES OR BATCHES OF SOURCES IN CATEGORY A, B OR C ON BEHALF OF THIRD PARTIES

This form concerns applications for initial authorisation or for the amendment or renewal of an authorisation as provided for by Article [R. 1333-146](https://www.legifrance.gouv.fr/codes/article_lc/LEGIARTI000050932754) of the French Public Health Code for the transport, on public roads, on behalf of third parties, of sealed radioactive sources or devices containing them, where this nuclear activity involves at least one source or batch of sources in category A, B or C, regardless of whether or not sources or batches of sources in category D are present.

It incorporates the elements contained in annexes 1A and 1B to the French Authority for Nuclear Safety and Radiation Protection (ASNR) Resolution [2025-DC-011](https://www.asnr.fr/la-reglementation) of of 28th March 2025 relating to authorisation and declaration systems for the transport of radioactive substances on national territory.

* In the sections that follow on this form, "carriage" means the transport of a source or batch of sources in category A, B or C other than nuclear materials, on public roads, on behalf of a third party.

⚠ Information likely to facilitate the commission of a malicious act must be sent in a separate, specially identified envelope (i.e. inside two sealed envelopes with the outer envelope containing a sealed inner envelope, which, in turn, contains a note informing the recipient of the sensitive nature of the information, for the attention of the competent assessment entity), pursuant to article R. 1333-130 of the French Public Health Code. Any electronic communication must also be sent under conditions designed to protect the sensitive information and to ensure that it can only be read by the recipient. Internet-based file transfer solutions do not generally provide sufficient guarantees. Therefore, sending information via a messaging system (email with encrypted attachments) is preferable.

* The French National Information Systems Security Agency (ANSSI) maintains an up-to-date list of file encryption products that it has approved [(https://cyber.gouv.fr/decouvrir-les-solutions-qualifiees)](https://cyber.gouv.fr/decouvrir-les-solutions-qualifiees). Before sending any documents, a telephone conversation must take place between the person submitting the file and their contact at the ASNR, to ensure that the documents can be decrypted by the ASNR.
* In the remainder of the form, the reference "R. 1333-NNN" indicates article R. 1333-NNN of the French Public Health Code, and the reference "art. N" indicates Article N of the amended [Order of 29 November 2019](https://www.legifrance.gouv.fr/jorf/id/JORFTEXT000039472522/) on the protection of ionising radiation sources and batches of radioactive sources in categories A, B, C and D against malicious acts.
* Some of the numbering on the form is not consecutive. This is deliberate, in order to remain parallel with the numbering used on the AUTO/MALV/PEREN form, which deals in particular with own-account transport of sources or batches of sources in category A, B or C.

APPLICANT

The applicant, a legal entity responsible for the nuclear activity, is seeking authorisation to carry out carriage operations:

Name or company name of the establishment[[1]](#footnote-1)

Other designation (trading name, etc.)

Legal status       SIRET NUMBER

Address of establishment :

Physical address

Postal address (if different)

Address of registered office (if different)

Website

Represented by :

[ ]  Ms [ ]  Mr Surname       First name

Telephone       Email

Position held

**Application by an individual (“natural person”) only:**

[ ]  *Tick the box and fill in the information requested above.*

A. Application for initial authorisation

For ionising radiation sources or batches of ionising radiation sources, irrespective of their category, including category D:

You must attach the following documents to this form, and tick the boxes corresponding to the documents sent.

[ ]  **A1 -** A document identifying the category (A, B, C, D) of the sources and of any batches of sources intended for carriage. If a batch of sources has been put together, the reasons for doing so must be provided, in particular the joint protective measures taken against the commission of malicious acts (R. 1333-14).

[ ]  **A2 -** A document concerning the actors involved, specifying:

the identity and contact details of the person(s) to be contacted in an emergency involving the transport of radioactive substances;

the identity and contact details of the radiation protection advisor(s) provided for in Article R. 1333-18 of the French Public Health Code;

the identity and contact details of the transport safety advisor(s), where required by the regulations on the transport of dangerous goods;

the transit storage areas or sites able to accommodate the radioactive substances which are planned to be used for stops necessitated by transport circumstances;

the list and contact details of any service providers and subcontractors carrying out carriage operations on behalf of the applicant, as well as the number or approximate number of carriage operations carried out by each service provider or subcontractor.

[ ]  **A3 -** A document providing quantified information about the carriage activity with respect to each actor, specifying:

the number, as at 31 December of the previous calendar year, of drivers who hold the training certificate for driving vehicles carrying class 7 dangerous goods and of drivers who do not hold this certificate but who have received the training provided for in S12 of Chapter 8.5 of the European Agreement concerning the International Carriage of Dangerous Goods by Road (ADR);

the number or approximate number of class 7 transport operations carried out;

for each UN number, the number or approximate number of class 7 packages carried;

for category A, B or C, the number or approximate number of packages carried.

In addition, for radioactive sources or batches of radioactive sources in category A, B or C only:

You must attach the following documents to this form, and tick the boxes corresponding to the documents sent. The level of detail of the information provided must be proportionate to the significance of the topics concerned.

[ ]  **A4 -** A document describing the organisation set up for the issuance, withdrawal and updating of authorisations granting access to sources, carriage of sources, and access to information relating to the means or measures implemented for their protection (R. 1333-148 and Art. 13).

[ ]  **A5** - A malicious events management plan describing the actions to be taken in case of a malicious event and identifying the people responsible for carrying them out (Art. 18).

[ ]  **A6 -** A document describing the organisation set up to ensure that any malicious event is recorded and analysed, and that the competent authorities are alerted without delay if a source is lost, or in the event of a malicious act or attempted malicious act (R. 1333-22 and Art. 17).

[ ]  **A7 -** The policy for protection against malicious acts (Art. 11).

[ ]  **A8 -** A document describing the actions designed to raise awareness or train transport company personnel in combating malicious acts, particularly with regard to the roles and actions to be taken by the people involved in the protection system against malicious acts and the protection of sensitive information[[2]](#footnote-2), specifying the approach adopted to adapt the content of such awareness-raising or training sessions to the various roles, and the frequency with which these actions are renewed (Art. 13).

[ ]  **A9 -** The following elements of the malicious acts protection plan:

1. the functions of the personnel who make a significant contribution to the protection against malicious acts (for example: security manager, internal or external security department), specifying their roles (Art. 13 and 19, 4);
2. a description of the protection system against malicious acts, designed to prevent, delay or detect unauthorised access to sources and, more generally, to protect them against theft or wilful damage, and the justification for the technical and organisational provisions adopted (Art. 6 and 19, 5).

The information sent must be structured so that it addresses each requirement of the applicable annex(es) of the Order of 29 November 2019 as amended, taking account of the sources or batches of sources carried. The level of detail must enable the ASNR to verify that the organisational arrangements adopted and the equipment and human resources deployed effectively enable the applicable regulatory requirements regarding the protection of sources against malicious acts to be met. In particular, the following must be specified:

the arrangements made between or with the senders and the receiver to coordinate the carriage, and in particular to organise the delivery phase, of the sources or batches of sources;

the arrangements made to monitor the progress of the carriage, including the on-board communication means of vehicles;

the nature of each barrier and the delays caused, including at crossing points;

the arrangements for checking that the barriers are in good condition;

the provisions adopted to detect any damage or unauthorised crossing of a barrier.

[ ]  **A10 -** A document describing the organisation set up to define, identify, store, transmit, archive and destroy sensitive information in order to ensure its protection, whether in paper or digital form (Art. 22).

[ ]  **A15 -** The enquiry form intended for the Specialised Command for Nuclear Security (CoSSeN) to enable administrative enquiries to be carried out into the person/entity responsible for the nuclear activity, or their representative, and the documents to be attached (form to be downloaded from the ASNR’s website).

B. Application for the renewal or amendment of an authorisation[[3]](#footnote-3)

The applicant certifies that the supporting documents ticked below have already been sent to the ASNR, and remain unchanged since their last version:

[ ]  **A1** [ ]  **A2** [ ]  **A3** [ ]  **A4** [ ]  **A5** [ ]  **A6**

[ ]  **A7** [ ]  **A8** [ ]  **A9 2** [ ]  **A9 3** [ ]  **A10** [ ]  **A15**

* However, document A15 must be provided together with the documents to be attached to it, if the previous enquiry was carried out more than eighteen months ago.

You must attach to this form the supporting documents below if they have been modified in comparison to those already in the possession of the ASNR, and tick the corresponding boxes:

[ ]  **A1** [ ]  **A2** [ ]  **A3** [ ]  **A4** [ ]  **A5** [ ]  **A6**

[ ]  **A7** [ ]  **A8** [ ]  **A9 2** [ ]  **A9 3** [ ]  **A10** [ ]  **A15**

You must also enclose the following additional documents with your application:

[ ]  **B2 -** A statement of any malicious events that have occurred in the past three years, and any lessons learned (Art. 17).

[ ]  **B3 -** A report of the most recent exercise carried out to test the effectiveness of the malicious events management plan (Art. 21).

C. Signature

[ ]  By ticking this box, the applicant certifies that it is aware of the content of the amended Order of 29 November 2019 on the protection of ionising radiation sources and batches of radioactive sources in categories A, B, C and D against malicious acts, including the annex(es) to this Order that apply to the sources or batches of sources that are the subject of this application. Article 27 of this order sets out the arrangements for obtaining these annexes.

**The applicant,**

representing the legal entity or natural person,

*(Date, last name, first name, signature)*

This form, together with the associated supporting documents, must be sent to the appropriate (geographically competent) territorial division of the French Authority for Nuclear Safety and Radiation Protection. Their contact details are available at [www.ASNR.fr.](http://www.asnr.fr/) An acknowledgement of receipt will be sent to you by email as soon as your application has been received. If you do not receive this acknowledgement, please contact the relevant territorial division of the ASNR.

The information collected is subject to electronic processing for the purpose of processing your application. In accordance with the French Data Protection Act of 6 January 1978, as amended, you have the right to access and rectify any information held about you. You can exercise this right by contacting the French Authority for Nuclear Safety and Radiation Protection.

1. The official name as it appears in [the company directory](https://annuaire-entreprises.data.gouv.fr/). [↑](#footnote-ref-1)
2. Information about the means and measures implemented to protect ionising radiation sources or batches of radioactive sources against malicious acts. See Article 2 of the amended Order of 29 November 2019. [↑](#footnote-ref-2)
3. Any change in the representative of the legal entity does not require a request to be submitted for amendment of an authorisation (the ASNR should simply be notified by email). [↑](#footnote-ref-3)